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Целевая аудитория- учащиеся 7-8 классов.

Форма проведения – классный час.

Цель: обеспечение информационной безопасности школьников путём привития им навыков ответственного и безопасного поведения в современной информационно-телекоммуникационной среде.

Задачи:

Ознакомить учащихся:

- с правилами ответственного и безопасного поведения в современной информационной среде;

- с вредоносными программами;

- со способами защиты от противоправных посягательств в сети Интернет;

- как сделать более безопасным своё общение в сети Интернет;

- как общаться в социальных сетях (сетевой этикет), избегать выкладывать в сеть компрометирующую информацию и т.д.

Необходимое оборудование:

Класс, проектор, экран.

Предварительная подготовка:

- сбор информации;

- анкетирование учащихся (приложение 1)

План урока.

1. Приветствие. Мотивационный блок.
2. Основная часть.

Информирование. Актуализация полученных знаний через анализ контента в интернете)

1. Рефлексия.
2. Заключение.

Сценарий урока:

Учитель: Добрый день, ребята! Я рада вас видеть! Надеюсь у вас хорошее настроение? (учащиеся отвечают). Давайте мы это закрепим, и поднимем настроение тем у кого они не достаточно хорошее? Предлагаю вам встать и взяться за руки с соседом, у нас должно получиться несколько цепочек рук. Запускаем волну хорошего настроения и передаём её всем в классе. (даже если, вдруг, настроение у всех было плохое, учитель запускает волну хорошего настроения от себя). Большое всем спасибо, присаживайтесь.

Учитель: Ребята, вы почувствовали тепло и хорошее настроение? Вас захватила «цепная реакция»? (учащиеся отвечают). Подумайте, где ещё мы можем так же быстро, но гораздо большей аудитории передать что то? Правильно, в интернете.

А есть ли правила общения в сети Интернет? И почему они должны там быть? А вы их соблюдаете?

Учащиеся отвечают

Давайте сформулируем ваши ответы и добавим то, что вы не назвали: составляется памятка (приложение 2)

Что ж, давайте с вами попробуем проанализировать личные странички в интернете. (учитель выводит на экран профили личных страничек, созданные ею специально с видимыми нарушениями правил безопасности и этикета). Учащиеся анализируют.

Учитель: ребята, был ли сегодняшний урок полезен вам? Если да, то поставьте мне лайк, если нет, то дезлайк. Только не оставайтесь равнодушным.

Заключение. Интернет- огромная сила, но будет ли эта сила доброй, зависит от каждого от нас. Всего вам доброго, ребята! Берегите себя, в сети Интернет в том числе!!!

**Приложение 1**

**Анкета для учащихся.**

1. Ты зарегистрирован в какой-либо из социальных сетей?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Как часто ты меняешь там пароль?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Какие вредоносные программы ты знаешь?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Какие правила общения в сети интернет ты знаешь?

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Чувствуешь ли ты себя в безопасности в сети Интернет?
2. Какие опасности может нести Интернет, перечисли?

**Приложение 2**

**Памятка**

**Правила безопасности школьников в Интернете**

1. Нормы поведения и нравственные принципы одинаковы как в виртуальном, так и в реальном мире.
2. Незаконное копирование продуктов труда других людей (музыки, игр, программ и т.д.) считается плагиатом (умышленное присвоение авторства чужого произведения).
3. Не верьте всему, что в видите или читаете в интернете. При наличии сомнений в правдивости какой-то информации следует обратиться за советом к взрослым.
4. Нельзя сообщать другим пользователям интернета свою личную информацию (адрес, номер телефона, номер школы, любимые места для игр и т.д.).
5. Если вы общаетесь в чатах, пользуетесь программами мгновенной передачи сообщений, играете в сетевые игры, занимаетесь в интернете чем- то, что требует указания идентификационного имени пользователя, тогда выберите это имя вместе со взрослыми, чтобы убедиться, что оно не содержит никакой личной информации.
6. Интернет-друзья могут на самом деле быть не теми, за кого они себя выдают, поэтому вы не должны встречаться с интернет-друзьями лично.
7. Нельзя открывать файлы, присланные от неизвестных вам людей. Эти файлы могут содержать вирусы или фото/видео с нежелательным содержанием.
8. Научитесь доверять интуиции. Если что-нибудь в интернете будет вызывать у вас психологический дискомфорт, поделитесь своими впечатлениями с взрослыми.

**Основные правила для школьников средних классов**

1. При регистрации на сайтах старайтесь не указывать личную информацию, т.к. она может быть доступна незнакомым людям. Также не рекомендуется размещать свою фотографию, давая тем самым представление о том, как вы выглядите посторонним людям.
2. Используйте веб-камеру только при общении с друзьями. Проследите, чтобы посторонние люди не имели возможности видеть вас во время разговора, т.к. он может быть записан.
3. Нежелательные письма от незнакомых людей называются «спам». Если вы получили такое письмо, не отвечайте на него. В случае, если вы ответите на подобное письмо, отправитель будет знать, что вы пользуетесь своим электронным почтовым ящиком и будет продолжать посылать вам спам.
4. Если вам пришло сообщение с незнакомого адреса, его лучше не открывать. Подобные письма могут содержать вирусы.
5. Если вам приходят письма с неприятным и оскорбляющим вас содержанием, если кто-то ведет себя в вашем отношении неподобающим образом, сообщите об этом.
6. Если вас кто-то расстроил или обидел, расскажите все взрослому.

**Основные правила для школьников старших классов**

1. Нежелательно размещать персональную информацию в интернете.
2. Персональная информация — это номер вашего мобильного телефона, адрес электронной почты, домашний адрес и личные фотографии.
3. Если вы публикуете фото или видео в интернете — каждый может посмотреть их.
4. Не отвечайте на спам (нежелательную электронную почту).
5. Не открывайте файлы, которые прислали неизвестные Вам люди. Вы не можете знать, что на самом деле содержат эти файлы – в них могут быть вирусы или фото/видео с «агрессивным» содержанием.
6. Не добавляйте незнакомых людей в свой контакт лист в IM (ICQ, MSN messenger и т.д.)
7. Помните, что виртуальные знакомые могут быть не теми, за кого себя выдают.
8. Если рядом с вами нет родственников, не встречайтесь в реальной жизни с людьми, с которыми вы познакомились в интернете. Если ваш виртуальный друг действительно тот, за кого он себя выдает, он нормально отнесется к вашей заботе о собственной безопасности!
9. Никогда не поздно рассказать взрослым, если вас кто-то обидел.

**Правила безопасности при посещении сайтов и по приему электронной почты**

1. Не ходите на незнакомые сайты.
2. Если к вам по почте пришел файл Word или Excel, даже от знакомого лица, прежде чем открыть, обязательно проверьте его на макровирусы.
3. Если пришел exe-файл, даже от знакомого, ни в коем случае не запускайте его, а лучше сразу удалите и очистите корзину в вашей программе чтения почты.
4. Не заходите на сайты, где предлагают бесплатный Интернет (не бесплатный e-mail, это разные вещи).
5. Никогда никому не посылайте свой пароль.
6. Старайтесь использовать для паролей трудно запоминаемый набор цифр и букв.